WEEK 3 ASSIGNMENT
1. What is Cyber threat Intelligence and how do you gather your information using OSINT tools?

2. Name some of the OSINT Tools available in gathering information.

3. Explain Threat Intel Classification and give examples of each control related to each intelligence.

4. Identify malware tools and explain how is used to mitigate alerts.

5. Give examples of network tools and endpoint tools.

6. Explain the difference between IDS/IPS]

7. Where do you get your cyber news and updates from?

8. Visit: https://www.cisa.gov and analyst current event and list recommended updates from CISA and FBI.

9. Explain Cyber Threat lifecycle:
Assuming Outbreak: FortiGate detected CISA Top 20 Vulnerability on Private Network. Use playbook to determine whether your organization is vulnerable to this attack.

