WEEK 5 ASSIGNMENT
1. What is endpoint Security?

2. Can you explain how endpoint security works?

3. What are some common use cases for endpoint security?

4. What are the advantages of using endpoint security over other types of network security?

5. What are the different components that make up an endpoint security solution?

6. How can an endpoint security solution be configured to prevent users from downloading malware or viruses onto their workstations?

7. What is meant by “whitelisting”?

8. What are some examples of malicious behavior that an endpoint security solution might detect?

9. What is two-factor authentication?

10. What is an IPSec VPN tunnel?





